1 ULEVAADE

Ajakirja Hambaarst eelmises numbris keskendus andmekaitset
kasitlev artikkel isikuandmete to6tlemise lildpohimdotetele, sealhulgas
oiguslikele alustele, andmesubjekti digustele ning andmetodtluse
kaardistamisele ehk tootlemisregistri koostamisele. Kaesolevas artiklis
on tahelepanu keskmes isikuandmete tootlemine koostoosuhetes: kellega
ja millistel tingimustel tuleks andmetootlust puudutavad kokkulepped
solmida ning miks on see Oiguslikult ja praktiliselt oluline.

Vastutus isikuandmete

tootlemisel: rollid, riskid
ja regulatsioon hambaravi
kontekstis

Isikuandmete tootlejad:
vastutav ja volitatud tootleja

Isikuandmete kaitse reguleerib erinevate
isikute tegevust. Uhelt poolt on fiiisili-
ne isik, kelle isikuandmeid t66deldakse
(tootlemine tihendab igasuguseid toi-
minguid isikuandmetega, sh ka andme-
te sdilitamist). Teda nimetatakse and-
mekaitse kontekstis andmesubjektiks.
Lisaks andmesubjektile on ka isikud,
kes t66tlevad andmesubjekti isikuand-

s - i meid. Keskset rolli mingivad siin vastu-
Helen Lang Aleksei Kelli tav ja volitatud t8dtleja. Isikuandmete
Tartu Ulikooli digusteaduse Tartu Ulikooli kaitse tildmiiruse (IKUM) kohaselt
1. aasta magistrant digusteaduskonna on vastutav todtleja (ingl k control-
Eesti _Hambaarstide Liidu iNI}tellektuaalse omandi le) fidisiline véi juriidiline isik, avali-
tegevjuht oiguse professor

ku sektori asutus, amet voi muu organ,
kes diksi voi koos teistega mdirab kind-
laks isikuandmete tootlemise eesmdr-
gid ja vabendid“ (art 4 p 7). Euroopa

Andmekaitsenéukogu vastav juhtnoor
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(EDPB juhtnéér) selgitab:
tiotleja rolli voib vétta mis tahes tiiii-
pi asutus, kuid praktikas on vastutavaks
tootlejaks tavaliselt organisatsioon tervi-
kuna, mitte moni 07ganisatsiooni sees te-
gutsev isik (nditeks tegevjubt, tootaja voi
jubatuse liige) [---] Vastutav tootleja maid-
rab kindlaks tootlemise eesmdirgid ja va-
hendid, s.t miks ja kuidas andmeid tio-
deldakse. Vastutav tootleja peab otsustama
nii eesmirkide kui ka vabendite iile.”!
Seega on vastutavaks to6tlejaks reeg-
lina konkreetne hambakliinik, mitte
selle tootajad (nt hambaarstid). Kui
isikuandmed edastatakse kolmandale
isikule (nt Tervisekassale), siis muu-
tub Tervisekassa vastutavaks t6otlejaks
nende isikuandmete osas. Vastutavateks
tootlejateks voivad veel olla ka niiteks

»vastutava
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interneti makselahenduste pakkujad, si-
deoperaatorid jt.

Volitatud tdotleja (processor) on
isik, kes t66tleb isikuandmeid vastu-
tava tootleja nimel (IKUM art 4 p 8).
Tulenevalt EDPB juhtnéérist ,,volita-
tud tootlejana kvalifitseerumiseks pea-
vad olema tiidetud kaks pohitingimust:
volitatud tootleja peab olema vastutavast
tootlejast eraldiseisev diksus ning ta peab
tootlema isikuandmeid vastutava toitleja
nimel. Volitatud tootleja ei tohi andmeid
toodelda muul viisil kui vastutava tootle-
ja jubiste kohaselt. Vastutava toitleja ju-
hised voivad siiski jitta tiotlejale teatud
otsustusruumi, voimaldades tal valida
sobivaimad tehnilised ja organisatsiooni-
lised vahendid vastutava tootleja huvide
parimaks teenimiseks” (lk 3—4). Seega
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koik hambaravi-, raamatupidamis- ja
kliendihaldustarkvara pakkujad on vo-
litatud to6tlejad.

Jargnevalt vaadeldakse isikuandme-
te tootlejate keerukamaid suhteid, kus
to6tlejaks on mitu isikut.

Vastutavate tootlejate
paljusus: jarjestikused ja
kaasvastutavad tootlejad

Vastutavaid t66tlejaid voib olla mitu.
Vastutavatest todtlejatest igaiiks voib
olla vastutav n-6 oma l6igu eest. Niitena
saab kasutada Euroopa Kohtu Fashion
ID kaasust, mille kohaselt ,,se/list veebi-
saidi haldajat nagu Fashion ID, kes lisab
oma veebisaidile sotsiaalmooduli, mis
voimaldab saidi kiilastaja veebilebitsejal

1 EDPB ,Guidelines 07/2020 on the concepts of controller and processor in the GDPR*, 7 July 2021 (Version 2.1), lk 3. https://www.edpb.europa.eu/system/files/2023-10/
EDPB_guidelines_202007_controllerprocessor_final_en.pdf.
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poorduda mooduli pakkuja pakutava sisu
poole ja edastada selleks pakkujale kiilas-
taja isikuandmeid, voib pidada vastura-
vaks tootlejaks. See vastutus piirdub siiski
isikuandmete téotlemise toiminguga voi
toimingute kogumiga, mille eesmérgid ja
vahendid ta reaalselr kindlaks midrab,
ehk asjaomaste andmete kogumise ja tile-
andmisega“.

Isikuandmete kaitse tildmidruses si-
salduva kaasvastutavate tootlejate (joint
controllers) definitsiooni jirgi ,kui kaks
voi enam vastutavar tootlejar médravad
iihiselt kindlaks isikuandmete tootlemise
ecesmdrgid ja vahendid, on nad kaasvas-
tutavad tootlejad (art 26 (1)). Vastavalt
EDPB juhtnéérile (lk 3) voib kaasvas-
tutavaks tootlejaks olemine viljenduda
ithises (common) voi kooskélalises (con-
verging) otsuses kahe voi enama tiksuse
poolt, kus otsused tdiendavad teineteist
ning omavad méju todtlemise eesmirki-
de ja vahendite midratlemisele. Oluline
kriteerium on, et tootlemine ei oleks
voimalik ilma mélema osapoole osalu-
seta. Osapoolte tegevus peab olema la-
hutamatult seotud (inextricably linked).

Euroopa Kohus on kaasvastutavate
tootlejate olemust usuorganisatsiooni
niditel selgitanud jirgnevalt: , usukogu-
konda véib selle kuulutustiod regevate
litkmetega pidada kaasvastutavaks isiku-
andmete tiotlemise eest, millega viima-
sed tegelevad ukselr uksele tehtava kuulu-
tustoo kdigus, mida kogukond korraldab,
koordineerib ja julgustab, ilma et selleks
oleks vaja, et kogukonnal oleks andmete-
le juurdepdis, voi et oleks tuvastatud, et
ta on oma litkmetele andnud kirjalikke
Juhiseid voi korraldusi andmete tiotle-
mise kobta“? Antud lahendist nihtub,
et kaasvastutavaks td6tlejaks voib olla
ka olukorras, kus puudub juurdepiis
andmetele.

Andmesubjekti vaates on see kaasvas-
tutavate td6tlejate regulatsioon oluline,
et igakiilgne isikuandmete kaitse oleks
tagatud ka olukorras, kus andmetoot-

lustoimingutega tegeleb mitu vastuta-
vat isikut. Kaasvastutavate t66tlejate va-
helistele andmetootlust puudutavatele
kokkulepetele kehtib samuti labipaist-
vuse printsiip ning koik muud isikuand-
mete kaitse tildpohimétted.

Vastavalt Andmekaitse Inspekesiooni
(AK]I) selgitusele , kaasvastutavate toit-
lejate vahelise kokkuleppe diguslik-
ku vormi ei ole IKUMis tipsustatud.
Oiguskindluse huvides ning libipaistvuse
Jja vastutuse tagamiseks soovitab Euroopa
Andmekaitsenoukogu, et selline kokkule-
pe tuleks solmida siduva dokumendina,
nagu leping“*

Peremees ja abimees
andmetootluses: vastutav
ja volitatud tootleja
Volitatud to6tleja iilesanne on abistada
vastutavat tootlejat. Siinkohal voib tek-
kida éigustatud kiisimus, miks see tild-
se oluline on? Liihidalt 6eldes seetottu,
et vastutav tddtleja, nagu nimigi {itleb,
vastutab nii enda kui ka tema nimel te-
gutseva volitatud t66tleja tegevuse eest.
Samuti on vastutava to6tleja kohustus
miirata kindlaks isikuandmete té6tle-
mise eesmirgid ja vahendid. Seega, kui
mairate ise kindlaks, miks ja kuidas
isikuandmeid t66delda, on teie asutus
vastutav t66tleja. EDPB juhtnééri jir-
gi peab volitatud td6tleja jargima vastu-
tava tootleja juhiseid. Vastutav tootleja
voib jitta isikuandmete té6tlemise mit-
teolemuslikud vahendid (non-essential
means) volitatud to6tleja otsustada, kes
valib sobivaimad tehnilised ja organisat-
sioonilised vahendid (lk 3—4).
Tulenevalt Rooma o6iguses tuntud
culpa in eligendo pohimottest voib vas-
tutav téotleja kanda vastutust mitte
tiksnes omaenda tegevuse voi tegevu-
setuse, vaid ka valitud volitatud t56t-
leja oigusvastase kditumise eest juhul,
kui valikuprotsessis ilmneb hooletus.
Isikuandmete kaitse iildmiiruse artikli

28 loige 1 sitestab, et vastutav tootleja
v6ib usaldada andmetod6tluse vaid selli-
sele volitatud tootlejale, kes esitab pii-
savad tagatised tehniliste ja korraldus-
like meetmete osas, tagamaks mairuse
noéuete tiitmise. Kui selline hoolsusko-
hustus jietakse tditmata ning volitatud
tootleja ei vasta kehtestatud néuetele —
niiteks ei taga tootlemise turvalisust voi
rikub muid andmekaitsenorme —, vo6ib
vastutus tekkida juba sobimatu partne-
ri valiku tottu. Seega holmab vastutava
t66tleja kohustus mitte ainult jireleval-
vet, vaid ka sisulist ja informeeritud hin-
nangut volitatud t66tleja sobivuse kohta
juba enne lepingu sélmimist.

Eeltoodud pohimétte tdicmiseks ei
piisa pelgalt partneri suulisest kinni-
tusest voi usaldusest, et andmetd6tlus
toimub néuetekohaselt. Samuti ei saa
vastutav tddtleja loota iiksnes sellele, et
iga osapool vastutab eraldi oma rikku-
miste eest. Selline eeldus ei ole iseenesest
vidr, kuid ei vabasta vastutavat tootlejat
kohustusest hinnata volitatud td6tleja
valikut ja jirelevalvet hoolsuskriteeriu-
mite alusel. Kui olulised aspektid voli-
tatud to6tleja kaasamisel on jainud labi
motlemata ja reguleerimata, voib vastu-
tus lasuda loppkokkuvéttes vastutaval
todtlejal. Seda kinnitab ka tildmiiru-
se artikkel 24, mis kohustab vastutavat
tootlejat rakendama proportsionaalseid
tehnilisi ja korralduslikke meetmeid,
vottes arvesse tootlemise iseloomu ning
sellega seotud riske, tagamaks t66tlemi-
se vastavuse midrusele ja andmesubjek-
tide biguste kaitse.

Kobige levinum volitatud to6tleja, kel-
lega pea iga hambaraviasutus koost66d
teeb, on kliiniku hambaravitarkvara
haldav dritihing. Kiirel vaatlusel kolme
enam kasutatava tarkvara veebilehel, oli
neist vaid iihel vilja toodud privaatsus-
teatis, ithel oli iiks lause viitega isiku-
andmete kaitse tildméirusele ning tihel
polnud andmekaitsest veebis sonagi.
Kindlasti tuleb veenduda, et tarkvara-

2 Euroopa Kohus. C-40/17. https://curia.europa.eu/juris/document/document.jsf?text=&docid=216555&pagelndex=0&doclang=ET&mode=Ist&dir=&occ=

first&part=1&cid=18622984.

3 Euroopa Kohus. C-25/17. https://curia.europa.eu/juris/document/document.jsf?text=&docid=203822&pagelndex=0&doclang=ET&mode=Ist&dir=&occ=

first&part=1&cid=18630933.

4 AKI. Tootlejate vahelised suhted. https://www.aki.ee/isikuandmed/andmetootlejale/andmetootleja-vastutus-ja-kohustused#kaasvastutav--2.



ettevotte pakutavas programmis oleks
isikuandmete t66tlemine mitte iiksnes
formaalselt, vaid ka sisuliselt korrekt-
selt ja turvaliselt korraldatud, vastates
isikuandmete kaitse ildmiiruse noéue-
tele. Koik asjakohased tingimused tu-
leb sitestada isikuandmete to6tlemise

lepingus.

Lihtudes eeltoodud pohimétetest
on selge, et vastutaval totlejal lasub
ulatuslik hoolsuskohustus nii volitatud
tootleja valikul kui ka jirelevalvel. Kuid
teoreetiliste nouete korval on viltima-
tult oluline méista, kuidas neid pohi-
motteid praktikas tegelikult rakenda-
takse. Siinkohal on paslik poérduda
tagasi kiisitluse juurde, millele viidati
ka eelmises artiklis ning mis viidi libi
Eesti Hambaarstide Liidu litkmete seas.
Kiisitluse tulemused heidavad kriitilise
pilgu hambaravivaldkonna tegelikule
andmekaitsepraktikale ning niitavad,
kuivérd siisteemselt on isikuandmete
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todtlemise kiisimused koostoosuhetes
libi moeldud.

Vastused kiisimusele, kuivord ollakse
teadlikud oma koostddpartnerite and-
metdotluse korraldusest, olid eeltoo-
dud konteksti arvesse vottes jahmata-
vad. Kaigest 7% vastanutest kinnitas,
et teab, kuidas tema koostoopartnerite
andmetd6tlus on korraldatud. Vaid 5%
oli partnerite andmet86tluspohimétted
stistemaatiliselt dokumenteerinud ning
10% mirkis, et on seda teinud méne
koostodpartneri puhul. Arvestades eri-
liigiliste isikuandmete té6tlemisega
kaasnevat kérgendatud hoolsuskohus-
tust ja vastutust, voib tddeda, et suure-
mate probleemide puudumine on seni
olnud pigem onnelik juhus.

Kiisitluse andmetest selgus, et and-
mete vahetus toimub enamasti vastava
tarkvaralahenduse kaudu — koguni 99%
kliinikutest kasutab mingi hambaravi-
tarkvara. Samas mirkis 55% vastanutest,

et nad ei tea, ning 40% teab vaid osali-
selt, milliseid isikuandmete kaitse meet-
meid nende kasutatav tarkvara rakendab.
Sellest voib jireldada, et terviscandmete
tootlemisel tuginetakse suures osas usal-
dusele, mitte teadlikule riskihindamisele.
Seda kinnitab ka asjaolu, et 37% vastaja-
test valis vastusevariandi, mille kohaselt
nad usuvad, et koostoopartneri juures
on andmekaitse nouetekohaselt tagatud.

Kuidas kaardistada

partneri andmetootlust?

Kui isikuandmete t66tlemise regist-
ri koostamise kdigus on asutuses libi
méeldud andmetdstluse korraldus, seal-
hulgas see, kas koostodpartnerid ehk
volitatud t66tlejad padsevad ligi kliini-
ku infosiisteemile vo6i kasutavad hoo-
pis oma platvormi, kuhu teie edastate
isikuandmeid, tuleb jirgmiseks astuda
dialoogi oma partneritega.
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Vastutava tootleja kohustus on vilja
selgitada, kuidas on volitatud tootleja
juures andmekaitsenéuete tditmine ta-
gatud, milliseid tehnilisi ja korraldus-
likke turvameetmeid rakendatakse ning
kas infoturbenéuded on néuetekohaselt
tiidetud.

Samuti on soovitatav uurida, kas
koostoopartneril on olemas ISO 27001
sertifikaat, mis kinnitab, et isikuand-
mete tootlemise turvalisus on tagatud
vastavalt IKUMi artiklis 32 sitestatud
noéuetele.

ISO/IEC 27001 sertifikaat on rah-
vusvaheliselt tunnustatud teabeturbe
juhtimissiisteemi standardi kinnitus,
mis tdendab, et organisatsioon kaitseb
oma andmeid ja infosiisteeme siistemaa-
tiliselt, tuginedes parimatele praktikate-
le. Sertifikaadi olemasolu viitab sellele,
et organisatsioonis on infoturberiskid
vilja selgitatud, asjakohased turvameet-
med kehtestatud ning tootajad saanud
infoturbe ja andmekaitse valdkonnas
viljabppe.

Nii nagu andmetoétluse register on
elav dokument, tuleb ka partnerite and-
metdotlust kisitlev teave regulaarselt
iile vaadata ja vajaduse korral uuen-
dada. Kuigi kontrollimise sagedust ei
ole 6igusaktides tipselt reguleeritud,
peab teave olema ajakohane. Registri
libivaatamist voib korraldada jooks-
valt voi kehtestada selleks sisereeglitega
kindla ajakava. Kindlasti tuleb register
iile vaadata ja vajadusel uuendada iga
kord, kui andmet66tluses toimub sisu-
line muudatus.’

Isikuandmete kaitse iildmiiruse ar-
tikkel 30 reguleerib isikuandmete t66t-
lemise toimingute registreerimist. Selle
kohaselt registreerib vastutav t6tleja
tema vastutusel tehtavad isikuandmete
to6tlemise toimingud (Ig 1). Ka volita-
tud tootleja peab koigi vastutava toot-
leja nimel tehtavate isikuandmete t66¢-
lemise toimingute kategooriate registrit,
mis sisaldab jirgmist teavet (Ig 2)°:

a) volitatud tootleja ja vastutava toot-
leja, kelle nimel volitatud to6tleja te-

gutseb, andmekaitseametniku nime ja
kontaktandmed;

b) vastutava tootleja nimel tehtava
tootlemise kategooriad (seda on koige
lihtsam esitada viitega teenuse nimetu-
sele, nt andmemajutus-, raamatupida-
mis-, logistika-, inkassoteenus — vaja-
dusel tipsustage, kellele mis teenuseid
osutate);

¢) kui isikuandmeid edastatakse kol-
mandale riigile voi rahvusvahelisele
organisatsioonile, siis sellekohane tea-
ve koos viitega sobivatele kaitsemeet-
metele;

d) voimaluse korral artikli 32 loikes 1
osutatud tehniliste ja korralduslike tur-
vameetmete {ildine kirjeldus.

Isikuandmete
tootlemise leping

Isikuandmete kaitse {ildmiirus nieb
ette, et ,volitatud tiotleja tiotleb and-
meid volitatud téotlejat ja vastutavar
tootlejat omavahel siduva lepingu voi lii-
du voi litkmesriigi diguse kohase siduva
oigusakti alusel, mis on volitatud tior-
leja subtes siduv ning milles sitestatakse
tootlemise sisu ja kestus, tootlemise laad
ja eesmirk, isikuandmete liik ja andme-
subjektide kategooriad, vastutava tootleja
kohustused ja digused (art 28 (3)).

Volitatud t66tlejaga solmitud leping
peab olema kirjalik (paberkandjal pool-
te poolt allkirjastatud) voi elektrooni-
lisel kujul (digitaalselt allkirjastatud).
Isikuandmete kaitse iildmiiruse artikkel
28 lodige 3 annab iiksikasjaliku tilevaate
sellest, mida volitatud t66tlejaga solmi-
tav andmetootlusleping peab sisaldama.
Nimetatud lepingust tulenevalt volita-
tud tootleja:

a) tootleb isikuandmeid ainult vas-
tutava td6tleja dokumenteeritud juhis-
te alusel;

b) tagab, et isikuandmeid to6tlema
volitatud isikud on kohustunud jirgima
konfidentsiaalsusnéuet voi nende suhtes
kehtib asjakohane péhikirjajirgne kon-
fidentsiaalsuskohustus;

c) rakendab néuetekohaseid turva-
meetmeid vastavalt artiklile 32;

d) ei kasuta alltootlejat ilma eelneva
kirjaliku loata ja tagab allté6tleja poolt
andmekaitsekohustuste tiitmise (vt art
28 (2), (4));

e) aitab vastutaval tootlejal tdita
andmesubjektide diguste tagamise ko-
hustusi;

f) toetab vastutavat td6tlejat turva-
néuete ja rikkumiste kisitlemisel;

g) pirast andmetd6tlusteenuste osu-
tamise l6ppu kustutab voi tagastab vas-
tutavale tootlejale vastutava tootleja va-
likul koik isikuandmed ja kustutab ole-
masolevad koopiad, vilja arvatud juhul,
kui liidu voi liikmesriigi 6iguse kohaselt
noéutakse andmete sdilitamist;

h) teeb vastutavale tootlejale kitte-
saadavaks kogu teabe, mis on vajalik
kiesolevas artiklis sitestatud kohustus-
te tditmise toendamiseks, ning voimal-
dab vastutaval t66tlejal voi tema poolt
volitatud muul audiitoril teha audi-
teid, sealhulgas kontrolle, ja panustab
sellesse.

Andmetootluslepingu koostamisel
on oluline, et koik tingimused oleksid
voimalikult tipselt ja selgelt sdnasta-
tud. Vastasel juhul ei pruugi volitatud
to6tleja olla suuteline andmetd6tlusega
kaasnevaid riske ega lepingulisi kohus-
tusi adekvaatselt hindama. Alljirgnevalt
on esitatud iildine iilevaade aspekridest,
millele lepingut s6lmides tihelepanu
poorata. Tuleb siiski rohutada, et tege-
mist on {ildiste suunistega ning lepin-
gu konkreetne sisu peab lihtuma iga
kliiniku eripdrast ja vastavast volitatud
tootlejast.

Andmete to6tlemise laadi juures
peaks olema muu hulgas sitestatud:

a) kuidas to6deldavaid isikuandmeid
kogutakse. Hambaravi kontekstis toi-
mub kogumine enamasti andmesubjek-
tidelt (patsientidelt, tootajatelt) voi tea-
tud juhtudel ka kolmandatelt isikutelt
(nditeks patsiendi seaduslik esindaja);

b) kuidas toimub isikuandmete t66t-
lemine — kas elektrooniliselt voi paberil;

5 See, missugused on olulised muudatused, s6ltub iga andmetdétleja tegevusvaldkonnast ning seda hindab igaiiks ise.

6 Vtsamuti AKI ,Isikuandmete t66tleja ildjuhend“. Muudetud 19.03.2019, lk 21. https://www.aki.ee/sites/default/files/dokumendid/isikuandmete_tootleja_uldjuhend.pdf.



¢) milliseid tehnoloogiaid kasutatak-
se andmete td6tlemisel (milliseid prog-
ramme, platvorme jmt);

d) kas volitatud to6tleja voib isiku-
andmeid edastada kolmandatele isi-
kutele;

e) kas ja millistel tingimustel voib
volitatud t66tleja kasutada allté6tlejaid.

Lepingus peaks olema selgelt sonas-
tatud ka isikuandmete to6tlemise ees-
mirk, lihtudes volitatud t6tleja rollist.
Niiteks hambaravitarkvara arendajaga
sdlmitavas lepingus voiks eesmirgina
olla mirgitud seadusest tuleneva kohus-
tuse tditmine.

Niiteks voib see lepingus olla sonas-
tatud jargmiselt: ,Isikuandmete t66te-
mise eesmirk kdesoleva lepingu alusel
on vastutava tootleja seadusest tuleneva
kohustuse tiitmine — tervishoiuteenuse
osutamise dokumenteerimine ning vasta-
vate andmete noéuetekohane siilitamine.”

Tootlemise eesmirk voib aga tule-
neda ka lepingulisest suhtest, niiteks
juhul, kui volitatud to6tleja to6tleb isi-
kuandmeid, mis on kogutud t86suhete
raames. Samuti voib t66tlemine pohine-
da andmesubjekti nousolekul — niiteks
kui isik on liitunud kliiniku uudiskir-
ja saajate nimekirjaga, mille haldamist
teostab volitatud t66tleja.

Vastukaaluks kohustustele peaks le-
pingus olema kirjeldatud ka volitatud
tootleja oigused. Niiteks 6igus saada
vastutavalt tootlejalt selged ja asjako-
hased kirjalikud juhised isikuandmete
tootlemiseks, samuti 6igus konfident-
siaalsusele ning digus saada tasu voi
hiivitist kohustuste tditmisel tekkivate
kulude katteks.

Lisaks eeltoodule tuleb lepingus
kindlasti kokku leppida ka selle muut-
mise alustes, miirata kindlaks, kuidas
kasitletakse andmesubjekti paringuid
(sh kes millistele taotlustele vastab),
ning sitestada poolte vastutuse ulatus
juhuks, kui andmekaitsenéuete rikku-
mine peaks aset leidma.

Lepingu alusel ei ole voimalik vas-
tutava todtleja kohustusi volitatud
to6tlejale iile kanda ega ka vastupidi.
Isikuandmete kaitse tildmairuse poh-
jenduspunkt 74 réhutab, et vastutav
to6tleja jadb isikuandmete td6tlemise
eest vastutavaks ka juhul, kui t66tlemi-
ne toimub volitatud t66tleja kaudu.”
Seetottu tuleb veel kord rohutada, et
l6plik vastutus lasub vastutaval t66tlejal,
mistottu peab tal olema selge ja pohjen-
datud huvi tagada, et suhted volitatud
tootlejatega oleksid korrekeselt, tdpselt
ja tiheselt moistetavalt reguleeritud.

Vastutus

Isikuandmate kaitse iildmiirus nieb
ette vastutuse andmekaitsenduete jir-
gimata jitmise puhuks. Uldpohimétte
kohaselt ,igal isikul, kes on kandnud
kiesoleva médruse rikkumise tulemusel
materiaalset voi mittemateriaalset kah-
ju, on Gigus saada vastutavalt tootlejals
voi volitatud tootlejalt hiivitist tekitatud
kahju eest” (IKUM art 82 (1)). See vil-
jendub ka isikuandmete t86tlemise vas-
tutuse pohimétte juures, mis lisaks vas-
tutava tootleja vastutusele nieb ette ka
vastutava to6tleja kohustuse téendada
isikuandmete to6tlemise nouete jirgi-
mist (IKUM art 5 (2)). Erinevalt vas-
tutava tootleja vastutusest, on volitatud
to6tleja vastutus piiratum. Uldmiiruse
kohaselt vastutab volitatud t66tleja
tootlemise kiigus tekitatud kahju eest
ainult siis kui (art 82 (2)):

a) ta ei ole tiitnud IKUM néudeid,
mis on suunatud konkreetselt volitatud
tootlejatele, voi

b) ta pole jirginud vastutava td6tleja
seaduslikke juhiseid v6i on tegutsenud
nende vastaselt.

Kuna isikuandmete kaitse néuete rik-
kumisega kaasnev regulatsioon on kee-
rukas ning jddb pigem juristide pirus-
maaks, siis siinkohal seda tdiendavalt ei
analiitisita. Lopetuseks voib aga viidata
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kaasusele, mis seondub andmet6tlus-
lepingute puudumisega: Itaalia andme-
kaitse jirelevalveasutus madras 2020.
aastal ettevottele Merlini S.r.1. 200 000
euro suuruse trahvi, kuna viimane ka-
sutas kliendiandmete té6tlemiseks all-
toovotjaid ilma nendega artikli 28 alusel
néutavat lepingut solmimata ning ilma
tagamata, et andmetdotlus oleks toi-
munud vastutava td6tleja juhiste alusel.
See tekitas olukorra, kus isikuandmeid
toodeldi ulatuslikult ilma selge 6igusli-
ku aluseta.?

Kokkuvote

Artikkel kisitleb isikuandmete tootle-
mise diguslikke rolle ja vastutuse jaotust
hambaraviteenuse osutajate kontekstis,
keskendudes vastutava ja volitatud t66t-
leja eristamisele ning andmekaitsealaste
lepingute olulisusele. Autorid selgita-
vad, miks usaldus koostéopartneri vas-
tu ei asenda 6iguslikku selgust ja doku-
menteeritud kokkuleppeid. Praktikas
esinevaid puudujiike illustreerivad
Eesti Hambaarstide Liidu liikmete seas
libi viidud kiisitluse tulemused, mille
kohaselt on kirjalikud andmetéétlusle-
pingud sageli kas puudulikud voi soo-
tuks s6lmimata.

Iga kliinik on vastutav tootleja, kes
vastutab nii enda kui ka volitatud t66t-
lejate tegevuse eest. Kuna patsientide
terviseandmed on eriliigilised ja seetottu
suurema kaitse all, on iilimalt oluline, et
andmete edastamine volitatud t66tleja-
le toimuks tiksnes kirjalike kokkulepe-
te alusel. Kiisitluses mirkis 29% vasta-
nutest, et leping puudub, 31% on selle
s6lminud iiksnes méne partneriga ning
vaid 23% kinnitas, et lepingud on ole-
mas. Seega tuleks esmajirjekorras kaar-
distada koostddpartnerid, selgitada vilja
nende andmet66tluskorraldus ning va-
jadusel s6lmida andmetootluslepingud.

Nou ja abi saab kiisida ka erialalii-

dult. B

7 Isikuandmete kaitse ildmaaruse pShjenduspunkt 74 titleb Uheselt: ,Tuleks kehtestada vastutava to6tleja vastutus tema poolt ja tema nimel toimuva isikuandmete mis
tahes to6tlemise eest. Eelkdige peaks vastutav todtleja olema kohustatud rakendama asjakohaseid ja tShusaid meetmeid ning olema v8imeline téendama isikuandmete
to6tlemise toimingute kooskdla kdesoleva maarusega, sealhulgas meetmete téhusust.”

8 Garante per la protezione dei dati personali, Ordinanza ingiunzione nei confronti di Merlini S.r.l., 9 luglio 2020, Registro dei provvedimenti n. 144, web doc. n. 9435774. ht-
tps://www.garanteprivacy.it/web/guest/home/docweb/-/docweb-display/docweb/9435774.
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